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PART I

Item 1. Business.

In addition to the historical information contained herein, the discussion in this Form 10-K contains certain forward-looking statements,
within the meaning of Section 27A of the Securities Act of 1933 and Section 21E of the Securities Exchange Act of 1934, that involve risks and
uncertainties, such as statements concerning: growth and anticipated operating results, developments in our markets and strategic focus; new
products and product enhancements; potential acquisitions and the integration of acquired businesses, products and technologies; strategic
relationships and future economic and business conditions. The cautionary statements made in this Form 10-K should be read as being
applicable to all related forward-looking statements whenever they appear in this Form 10-K. Our actual results could differ materially from the
results discussed in the forward-looking statements. Factors that could cause or contribute to such differences include, but are not limited to,
those discussed under the section captioned "Factors That May Affect Future Results of Operations" in Item 1 of this Form 10-K as well as those
cautionary statements and other factors set forth elsewhere herein.

General

We develop, market and support a family of network intrusion prevention and detection systems and regulated information compliance
systems that address vital security issues facing organizations with mission critical business applications or housing classified, confidential, or
customer information assets. We currently provide network security and regulated information compliance solutions under our SecureNet family
of hardware and software solutions.

We market and distribute our products through a direct sales force to end-users, distributors and by numerous domestic and international
system integrators, managed service providers and value-added resellers. Our end-user customers include high technology, manufacturing,
telecommunications, retail, transportation, health care, insurance, entertainment, utilities and energy companies, government agencies, financial
institutions, and academic institutions.

We were organized in Texas in September 1983 and reincorporated in Delaware in October 1995. For more than 15 years, we provided
local area networking equipment and were known as Optical Data Systems or ODS Networks. On April 17, 2000, we announced plans to sell, or
otherwise dispose of, our networking divisions, which included our Essential Communications division ("Essential") and our local area
networking assets. In accordance with these plans, we have accounted for these businesses as discontinued operations. On June 1, 2000, we
changed our name from ODS Networks, Inc. to Intrusion.com, Inc., and our NASDAQ ticker symbol from ODSI to INTZ to reflect our focus on
intrusion detection solutions. On November 1, 2001, we changed our name from Intrusion.com, Inc. to Intrusion Inc.

Our principal executive offices are located at 1101 East Arapaho Road, Richardson, Texas 75081, and our telephone number is

(972) 234-6400. Our website URL is www.intrusion.com. References to "we", "us", "our" or "Intrusion Inc." refer to Intrusion Inc. and its
subsidiaries.

Product Transition

Over the last three years, we have transitioned our business from sales of our hardware-based PDS and SecureCom network security
products to our higher margin software-based SecureNet products. Our SecureNet products include intrusion detection, intrusion prevention and
regulated information compliance products.
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During this transition, our sales have declined from $16.7 million in 2001 to $7.8 million in 2002 and $6.5 million in 2003 as sales of our
new software products have not been sufficient to offset reduced sales of our hardware products. Accordingly, we restructured our business to
reflect our focus on our sales and to reduce our expenses. These efforts resulted in a reduction in our operating loss from ($43.3) million in 2001
to ($22.8) million in 2002 and ($9.8) million in 2003.

We plan to continue to focus our business strategy on sales of our higher margin software products, and we believe that our revenues and
operating margins will increase as these products gain market acceptance.

Government Sales

In December 2002, our SecureNet network security products became the first product of their kind to receive Common Criteria
Certification under the National Information Assurance Partnership Common Criteria Evaluation and Validation Scheme, which is designed to
further the goals of the government and commercial sectors to improve security in commercial products. This government initiated partnership
of the National Institute of Standards and Technology and the National Security Agency establishes and verifies information technology
standards and certifies products that meet their standards, in an effort to promote the development and use of evaluated information technology
products and systems. This organization also develops national and international standards for information technology security, in an effort to
increase the level of trust government and commercial consumers have in information systems and related networking products. In connection
with this certification, we increased our efforts to sell our products to government entities in both the United States and abroad.

Sales to U.S. government customers accounted for 17.0% of our revenues for the year ended December 31, 2003, compared to 19.9% of our
revenue in 2002. We expect to continue to derive a substantial portion of our revenues from sales to governmental entities in the future as we
continue to market our Common Criteria Certified network security products as well as government use of our regulated information compliance
system products. Sales to the government present risks in addition to those involved in sales to commercial customers which could adversely
affect our revenues, including potential disruption due to appropriation and spending patterns and the government's reservation of the right to
cancel contracts and purchase orders for its convenience.

Generally, we make our sales under purchase orders rather than long-term contracts. Our customers, including government customers may
cancel their orders with little or no prior notice without penalty. Although we transact business with various government entities, we do not
believe that the cancellation of any particular order would have a material effect on our financial results. In addition, we do not believe that any
of our revenues with government customers are subject to renegotiation of profits. However, because we derive and expect to continue to derive
a substantial portion of our revenue from sales to government entities, a large number of cancelled or renegotiated government orders could
possibly have a material adverse effect on our financial results. Currently, we are not aware of any proposed cancellation or renegotiation of any
of our existing arrangements with government entities, and, historically, government entities have not cancelled or renegotiated orders which
had a material adverse effect on our business.
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Recent Developments

On March 25, 2004, we completed a $5.0 million private placement of 5% Convertible Preferred Stock and warrants. In the private
placement, the company sold 1,000,000 shares of preferred stock at a price of $5.00 per share, which convert into 6,361,323 shares of common
stock at an initial conversion price of $0.786 per share, and warrants to purchase 2,226,459 shares of common stock at an exercise price of
$0.786 per share. In connection with the closing of this private placement, we issued warrants to purchase 257,633 shares of our common stock
at an exercise price of $0.786 per share to our financial advisor for the private placement.

On March 18, 2004, at a special meeting, our stockholders approved an amendment to our certificate of incorporation to effect a
four-for-one (4:1) reverse stock split of our common stock. The reverse stock split will become effective on March 29, 2004. All outstanding
share numbers and related common stock numbers, such as earnings per share and outstanding options, included in this report are set forth on a
pre-split basis.

Industry Background

In the last decade, network security has changed from being a technology deployed only by the government and the most sophisticated or
most paranoid of companies, to technology employed by all sizes of business and a mandatory component of all mission critical systems. This
change has come about with the permeation of the Internet as a business enabler. Today, email, instant messengers, World Wide Web access,
web sites, web-based applications and e-commerce are integral components of communications and operations for business and government.

Although the Internet has many business advantages, its openness and accessibility makes it a potential threat to the networks and systems
that are attached to it. Computer hackers, curious or disgruntled employees, competitors and innocent mistakes may compromise or destroy
information assets or disrupt the normal operations and brand equity of the enterprise.

Enterprises are adopting a variety of security solutions to meet the challenge posed by external and internal threats. To be effective,
organizations require enterprise-wide information risk management solutions that are broadly deployed and centrally managed. Organizations
seek systems with the optimum combination of best-of-breed capabilities and total cost of ownership. It is our belief that securing the enterprise
network requires two key elements:

Control: the ability to affect network traffic including access to the network or parts thereof in order to enforce a security
policy.

Visibility: the ability to see and understand the nature of the network and the traffic on the network, which assists in decision
making as well as crafting and constant improvement of a security policy.

We focus on providing these two primary ingredients of network security within a single device for overall network security and for the
protection of specific classified, confidential or customer information assets.
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Network Intrusion Prevention and Detection Systems

Network Intrusion Prevention & Detection Systems (NIP&DS) analyze network traffic for attacks and can block threats from entering the
network. They examine individual packets within the data stream to identify threats from authorized users, back-door attacks and hackers who
have thwarted the firewall to exploit network connections, cause system outages and access information assets. NIP&DS provide insight into the
nature and character of the network that can be used to:

Identify threats in real time and block or terminate offending communications or simply alert administrators so that human
intervention can protect the network;

Increase the value and efficacy of the control systems like firewalls and routers with evidence of the efficacy of those
systems; and

Provide decision support for the altering of the enterprise security policy and network management.
Regulated Information Compliance Systems

Regulated Information Compliance Systems (RICS) build upon NIP&DS with the added capability to more deeply analyze traffic searching
for classified, confidential or customer information assets. Working under the same management and monitoring umbrella of NIP&DS, RICS
address data confidentiality, security and integrity issues facing industries subject to the Health Portability and Accountability Act of 1996
(HIPAA), Gramm, Leach, Bliley Act (GLBA), Sarbanes-Oxley, California Senate Bill 1386 (CA SB 1386) and others. These laws affect a broad
range of both private and public entities, including those that maintain information that can personally identify a customer or patient and those
that house both classified and unclassified information. Penalties for non-compliance include fines, lawsuits, and business process reviews.

Our Solution and Products

Intrusion Inc. addresses the challenges of ensuring the confidentiality, security and integrity of electronic information assets by developing,
marketing and supporting a family of NIP&DS and RICS for deployment by public and private enterprises, to include remote and branch offices,
and for managed security service providers. We believe implementing adequate perimeter defenses and monitoring network traffic to
"trust-but-verify" are critical elements for the protection of information assets and integrity.

Our SecureNet Network Systems
The Intrusion SecureNet System has two primary components, Sensors and the Management System.

Sensors are devices or software components that are connected to the network and monitor the traffic searching for matches to signatures as
evidence of an external network attack or malicious use that could threaten information assets. Signatures are patterns, anomalies and traffic
flows that match known attacks or indicate suspicious activities. When the Sensor matches traffic to a signature it will send an event to the
Management System.

The Management System controls the Sensors and displays events produced by the Sensors. Management is used for both configuration of
the system and providing highly productive monitoring of the events produced by the system. Management is typically three-tier, where Sensors
report to a centralized management system that has multiple analysts viewing the data. Management can also be a standalone system for small-
and medium-businesses where configuration and monitoring are all done directly from the Sensor.
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We have simplified deployment, management and monitoring to reduce the total cost of ownership for an easy to set up and manage
enterprise system. To reduce barriers and provide complete enterprise integration, the Intrusion SecureNet system provides more customization
and event flow options for high-end deployments.

Our SecureNet system is "plug-and-protect” and can be connected to any network without interfering with the network operations by using
the Intrusion SecureNet passive and inline taps.

Intrusion SecureNet NIP&DS Products

We believe a primary advantage of the SecureNet NIP&DS is that with a single license purchase, the consumer may choose to deploy the
system for intrusion prevention or intrusion detection, providing a superior level of flexibility and simple migration from passive detection to
active prevention without additional licensing cost.

Network Intrusion Prevention Systems (NIPS) Provide network monitoring and analysis functionality like an IDS, with the added ability to
block malicious network traffic. IPS actively regulates inbound and outbound traffic based on specific users access while controlling what they
can do with that access on a granular, per-conversation basis.

Network Intrusion Detection Systems (NIDS) Provide detection of specific exploit and misuse patterns in the traffic that the firewall allows.
IDS detect known exploits and misuse patterns, suspicious activities and anomalous traffic or behavior within both inbound and outbound
traffic. This added visibility provides a checking mechanism for the efficacy of the firewall's rule base.

Intrusion SecureNet network NIP&DS provide user customizable, protocol decode detection technology for up to Gigabit networks. While
Intrusion SecureNet Sensors are in the top-tier of the market for detection and throughput technology, we believe one of the primary benefits
provided by our NIP&DS products is to reduce the total cost of ownership to our customers.

The SecureNet NIP&DS product family provides intuitive and powerful data mining and configuration. Intrusion SecureNet Provider is the
three-tier enterprise management and monitoring system. SecureNet Provider is for enterprise deployments with no license limitations placed on
architecture, freeing the enterprise to build the management system required. SecureNet Provider follows the workflow of the security analyst
with a highly productive environment for response, research, resolution and decision support. The SecureNet Provider suite includes applications
for event monitoring, policy creation and tuning and centralized software deployment making up the complete suite of tools required to manage
and monitor a SecureNet System from five sensors to more than 100.

Our SecureNet Sensors have their own web browser interface for effortless configuration. SecureNet Sensors also deliver complete,
stand-alone NIP&DS for the small and medium business with local management and monitoring. This allows customers to use their standard
web browser to access a full power; full-features network NIP&DS, without additional hardware or software.

Our SecureNet NIP&DS Sensors are available as Software-Appliances and Hardware-Appliances with performance and pricing appropriate
for networks ranging from 10Mb/s to Gigabit with a Common Criteria EAL2 certified Gigabit appliance. The following is a list of our IPS and
IDS products

Intrusion SecureNet 7000 Software-Appliance products for networks up to 1000Mb/s. Seamlessly turns leading servers and
workstations into SecureNet Sensors.

Intrusion SecureNet CC 7345 rack mount Hardware-Appliance, highly redundant, gigabit Sensor with Common Criteria
EALZ2 certification specifically for government deployments.
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Intrusion SecureNet 7145 rack mount, gigabit Hardware-Appliance available with either a copper- or a fiber-monitoring
interface.

Intrusion SecureNet 5500 Software-Appliance for networks up to 250Mb/s. Seamlessly turns leading servers and
workstations into SecureNet Sensors.

Intrusion SecureNet 5545 rack mount 250Mb/s Hardware-Appliance for server rooms and datacenters.

Intrusion SecureNet 5000 Software-Appliance for networks up to 100Mb/s. Seamlessly turns leading servers and
workstations into SecureNet Sensors.

Intrusion SecureNet 5445 rack mount and 2445 desktop 100Mb/s Hardware-Appliances for network deployments and
remote and branch offices.

Intrusion SecureNet 2000 Software-Appliance for networks up to 10Mb/s. Seamlessly turns leading servers and workstations
into SecureNet Sensors.

Intrusion SecureNet 2245 Hardware-Appliance for remote and branch offices with throughput up to 10Mb/s at about the
price of a laptop.

Intrusion SecureNet RICS Products

RICS provide protection against the loss and misuse of regulated, classified and commercially sensitive data. Loss of information assets
that contain customer data has spawned a multitude of federal and state legislation to set a standard of care, use and protection for customer
information. Better known laws that regulate customer information include HIPAA, Gramm-Leach-Bliley Act and its UK equivalent Privacy
Act of 1998, and California SB 1386. Penalties for non-compliance include fines, lawsuits, imposed processes and enforced business limitations.
Any enterprise that falls within the scope of these laws is now working under a timeline to demonstrate compliance. In addition, both
government and commercial institutions are becoming increasingly concerned about the misuse and loss of classified or commercially sensitive
data, and are seeking proactive solutions to deal with these issues.

The Intrusion SecureNet RICS products leverage the same Management and Sensor components of the SecureNet NIP&DS products. Our
SecureNet RICS solutions are currently designed to address the security and confidentiality issues in the following industries and customers:

Department of defense to help prevent the leakage of classified information,

Health care companies (including health care providers, insurance companies and medical equipment manufacturers) who
are working to comply with HIPAA, and

Financial institutions and e-commerce enterprises working to comply with the customer confidentiality provisions of GLBA
and CA SB 1386.

The Intrusion SecureNet RICS products leverage the same Management and Sensor components of the SecureNet IDS AND IPS products.
The SecureNet RICS is designed to address the [privacy, confidentiality and information security] concerns of the department of defense, health
care vertical (including health care providers, insurance companies and medical equipment manufacturers), financial institutions and
e-commerce.

SecureNet RICS solutions provide accuracy through our Dynamic Data Dictionary (D3) technology, which securely connects directly to a
database housing the confidential, classified, or regulated information. The RICS stays up to date with the database to match network traffic to
the information that is resident in the database. This provides an automated accurate mechanism to identify leaks and misuse of information
assets.
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The Intrusion SecureNet LPS, leak prevention system targets public and private enterprises with confidential and classified information.
The first release specifically targets the U.S. department of defense and protecting against "spillage", when classified information leaks to
unclassified networks.

Third-Party Products

We believe that it is beneficial to work with third parties with complementary technologies to provide integrated solutions to our customers.
As there is rapid technological advancement and significant consolidation in the network security industry, there can be no assurance that we
will have access to all of the third-party products that may be desirable or for the term desirable to offer fully integrated solutions to our
customers.

We currently have two third-party product relationships. Our primary third-party relationship with Check Point Technologies has been
significant in previous years due to sales of our PDS appliances, which are integrated with Check Point software. In connection with our strategy
to focus our sales efforts on our higher-margin SecureNet software products, the sales of our PDS products have decreased from 29.1% of our
revenue in 2002 to 16.7% or our revenue in 2003. As we continue to migrate our business away from our PDS and other hardware products, we
expect our reliance on CheckPoint to continue to decline; however, sales of our new software products may not replace the anticipated decline in
sales of our PDS products, and our revenues may decline as a result. Our other third-party relationship is not material and is not expected to be
material as the product offering is only a complimentary item to our existing product offering.

Customer Services

In addition to offering our network security products, we also offer a wide range of services, including design and configuration, project
planning, training, installation and maintenance.

Product Development

The network security industry is characterized by rapidly changing technology, standards, economy and customer demands. We believe that
our future success depends in large part upon the timely enhancement of existing products as well as the development of technologically
advanced new products that meet industry standards, perform successfully and simplify the user's tasks so that they can do more with less
resources, all to achieve market acceptance. We are currently marketing next-generation network NIP&DS products and RICS products and are
developing products to meet emerging market requirements and are continuously engaged in testing to ensure that our products interoperate with
other manufacturers' products, which comply with industry standards.

During 2003, 2002 and 2001, our research and development expenditures were $3.5 million $6.1 million, and $12.5 million, respectively.
All of our expenditures for hardware and software research and development costs have been expensed as incurred. At December 31, 2003, we
had 15 employees engaged in research and product development.

Manufacturing and Supplies

In the past, we relied on the outsourcing of manufacturing components, assembly and certain other operations to reduce fixed costs and to
provide flexibility in meeting market demand of our hardware products. As we continue our transition from a hardware business to primarily a
software business, we expect to reduce our reliance on third party manufacturers and suppliers.

12
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Our internal manufacturing operations consist primarily of replication of software on CDs, packaging, testing and quality control of
finished units. Materials used in our manufacturing processes include semiconductors such as microprocessors, memory chips and application
specific integrated circuits ("ASICs"), printed circuit boards, power supplies and enclosures. Our need for these components is decreasing as we
focus on sales of our software products.

Our external manufacturing operations consists of U.S. based hardware assembly and configuration and the loading of the appropriate
software. We have relationships with various interchangeable outsourced assembly operations and do not rely on any one operation as the work
performed is not specific to the assembler we use. We do not anticipate any problems with our current outsourcing operations nor do we believe
there will be any problems with changing or adding to existing operations.

Intellectual Property and Licenses

Our success and our ability to compete are dependent, in part, upon our proprietary technology. While we have applied for certain patents,
we currently rely on a combination of contractual rights, trade secrets and copyright laws to establish and protect our proprietary rights in our
products. We have also entered into non-disclosure agreements with our suppliers, resellers and certain customers to limit access to and
disclosure of proprietary information. There can be no assurance that the steps taken by us to protect our intellectual property will be adequate to
prevent misappropriation of our technology or that our competitors will not independently develop technologies that are substantially equivalent
or superior to our technology.

We have entered into software and product license agreements with various suppliers. These license agreements provide us with additional
software and hardware components that add value to our security products. These license agreements do not provide proprietary rights that are
unique or exclusive to us and are generally available to other parties on the same or similar terms and conditions, subject to payment of
applicable license fees and royalties. We do not consider any of the product license, software or supplier agreements to be material to our
business, but rather complimentary to our business and product offerings.

Sales, Marketing and Customers

Field Sales Force. Our direct sales organization focuses on major account sales, channel partners including distributors, Value Added
Resellers ("VARs") and integrators; promotes our products to current and potential customers; and monitors evolving customer requirements.
The field sales and technical support force provides training and technical support to our resellers and end users and assists our customers to
design secure data networking solutions.

We currently conduct sales and marketing efforts from our principal office in Richardson (Dallas), Texas and through foreign sales offices
located in the following countries: England, France and Malaysia. In addition, we have sales personnel, sales engineers or sales representatives
located in Los Angeles, Eastern Europe and Spain.

Distributors. We have signed distribution agreements with distributors in the United States, Europe and Asia. In general, these
relationships are non-exclusive. Distributors typically maintain an inventory of our products. Under these agreements, we provide certain
protection to the distributors for their inventory of our products for price reductions as well as products that are slow moving or have been
discontinued. Recognition of sales to distributors and related gross profits are deferred until the distributors resell the merchandise. However,
since we have legally sold the inventory to the distributor and we no longer have care, custody or control over the inventory, we recognize the
trade accounts receivable and reduce inventory related to the sale at the time of shipment to the distributor.
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Resellers. Domestic and international system integrators and VARs (collectively, "resellers") sell our products as stand-alone solutions to
end users and integrate our products with products sold by other vendors into network security systems that are sold to end users. Our field sales
force and technical support organization provide support to these resellers. Our agreements with resellers are non-exclusive, and our resellers
generally sell other products that may compete with our products. Resellers may place higher priority on products of other suppliers who are
larger than and have more name recognition than us, and there can be no assurance that resellers will continue to sell and support our products.

Foreign Sales. We believe that rapidly evolving international markets are important sources of future net sales. Our export sales are
currently being made through a direct sales force supplemented by international resellers in Europe, Asia and Canada. Export sales accounted for
approximately 31.4%, 33.4% and 36.4% of net sales in 2003, 2002 and 2001, respectively. See "Management's Discussion and Analysis of
Financial Condition and Results of Operations" included in this report for a geographic breakdown of our product revenue in 2003, 2002 and
2001. Sales to foreign customers and resellers generally have been made in United States dollars.

Marketing. We have implemented several methods to market our products, including public relations and placed articles, regular
participation in and presenting during trade shows and seminars, advertisement in trade journals, telemarketing, distribution of sales literature
and product specifications and ongoing communication with our resellers and installed base of end-user customers.

Customers. Our end-user customers include manufacturing, high technology, telecommunications, retail, transportation, health care,
insurance, entertainment, utilities and energy companies, government agencies, financial institutions and academic institutions. Sales to certain
customers and groups of customers can be impacted by seasonal capital expenditure approval cycles, and sales to customers within certain
geographic regions can be subject to seasonal fluctuations in demand.

Although we sell our products to many customers, through various distribution channels, no one customer or reseller accounted for 10% or
more of our net sales in any of the past three fiscal years.

However, in 2003, 17.0% of our revenue was derived from the sales to a variety of U.S. government entities through system integrators and
resellers. The loss of sales to the various U.S. government agencies could have a material adverse effect on our business and operating results if
not replaced. No other customer accounted for 10% or more of our net sales in 2003, 2002 or 2001, respectively.

Backlog. We believe that only a small portion of our order backlog is non-cancelable and that the dollar amount associated with the
non-cancelable portion is immaterial. We purchase inventory based upon our forecast of customer demand and maintain inventories of
sub-assemblies and finished products in advance of receiving firm orders from customers. Orders are generally fulfilled within two days to two
weeks following receipt of an order. Due to the generally short cycle between order and shipment and occasional customer-initiated changes in
delivery schedules or cancellation of orders that are made without significant penalty, we do not believe that our backlog as of any particular
date is indicative of future net sales.

Customer Support, Service and Warranty. We service, repair and provide technical support for our products. Our field sales and
technical support force works closely with resellers and end-user customers on-site and by telephone to assist with pre- and post-sales support
services such as network security design, system installation and technical consulting. By working closely with our customers, our employees
increase their understanding of end-user requirements and provide input to the product development process.

11
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We warrant all of our products against defects in materials and workmanship for periods ranging from 90 days to 12 months. Before and
after expiration of the product warranty period, we offer both on-site and factory-based support, parts replacement and repair services. Extended
warranty services are separately invoiced on a time and materials basis or under an annual maintenance contract.

Competition

The market for network security solutions is intensely competitive and subject to frequent product introductions with new technologies,
improved price and performance characteristics. Industry suppliers compete in areas such as conformity to existing and emerging industry
standards, interoperability with networking and other security products, management and security capabilities, performance, price, ease of use,
scalability, reliability, flexibility, product features and technical support. We believe that our approach focusing on the network perimeters with
market leading network intrusion detection technology that reduces the total cost of ownership compared to the competition provides us with an
advantage with large organizations with complex security requirements.

There are numerous companies competing in various segments of the data security markets. Our principle competitors in the network
intrusion prevention and detection market include Internet Security Systems, Inc., Cisco Systems, Inc., Symantec, Inc., Netscreen
Technologies, Inc., Network Associates, Inc., Tipping Point Technologies Inc., and NFR Security, Inc. Our competitors in the regulated
information compliance market include a small number of start up companies that entered the space within the last two-years. Several of our
competitors have substantially greater financial, technical, sales and marketing resources, better name recognition and a larger customer base
than we do. In addition, many of our competitors may provide a more comprehensive networking and security solution than we currently offer.
Even if we do introduce advanced products, which meet evolving customer requirements in a timely manner, there can be no assurance that our
new products will gain market acceptance.

Certain companies in the network security industry have expanded their product lines or technologies in recent years as a result of
acquisitions. Further, more companies have developed products which conform to existing and emerging industry standards and have sought to
compete on the basis of price. We anticipate increased competition from large networking equipment vendors, which are expanding their
capabilities in the network security market. In addition, we anticipate increased competition from private "start-up" companies that have
developed or are developing advanced security products. Increased competition in the security industry could result in significant price
competition, reduced profit margins or loss of market share, any of which could have a material adverse effect on our business, operating results
and financial condition. There can be no assurance that we will be able to compete successfully in the future with current or new competitors.

Employees

As of December 31, 2003, we employed a total of 44 persons, including 17 in sales, marketing and technical support, 3 in manufacturing
and operations, 15 in research and product development and 9 in administration and finance.

None of our employees are represented by a labor organization, and we are not a party to any collective bargaining agreement. We have not
experienced any work stoppages and consider our relations with our employees to be good.

Competition in the recruiting of personnel in the networking and data security industry is intense. We believe that our future success will
depend in part on our continued ability to hire, motivate and retain qualified management, sales and marketing, and technical personnel. To date,

we have not experienced significant difficulties in attracting or retaining qualified employees.
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Factors That May Affect Future Results of Operations

In addition to the other information in this Form 10-K, the following factors should be considered in evaluating Intrusion Inc. and our
business. This report may include various non-GAAP financial measures (as defined by SEC Regulation G), including our cash used in
operations excluding costs associated with a litigation settlement and severance charges. Our management believes these measures provide
useful information to investors about our financial condition and results of operations for the period presented by eliminating the affects of
one-time and other transactions that can distort underlying operational results in order to provide greater comparability of our financial
performance on a year-to-year basis. The most directly comparable GAAP financial measures and reconciliation of the difference between
GAAP and non-GAAP financial measures can be found in the test of this report and our consolidated financial statements included in this report.

If we fail to respond to rapid technological changes in the network security industry, we may lose customers or our products may become
obsolete.

The network security industry is characterized by frequent product introductions, rapidly changing technology and continued evolution of
new industry standards. We must also introduce upgrades to our products rapidly in response to customer needs such as new computer viruses or
other novel external attacks on computer networks. In addition, the nature of the network security industry requires our products to be
compatible and interoperable with numerous security products, networking products, workstation and personal computer architectures and
computer and network operating systems offered by various vendors, including our competitors. As a result, our success depends upon our
ability to develop and introduce in a timely manner new products and enhancements to our existing products that meet changing customer
requirements and evolving industry standards. The development of technologically advanced network security products is a complex and
uncertain process requiring high levels of innovation, rapid response and accurate anticipation of technological and market trends. We cannot
assure you that we will be able to identify, develop, manufacture, market or support new or enhanced products successfully in a timely manner.
Further, we or our competitors may introduce new products or product enhancements that shorten the life cycle of our existing products or cause
our existing products to become obsolete.

Our revenues have declined from $16.7 million in 2001 to $6.5 million in 2003 in connection with a shift to sales of our newer product lines.
If our network intrusion detection and regulated information compliance system products do not achieve market acceptance, our revenues
will suffer.

Over the past three years, we have transitioned our sales strategy from our lower margin SecureCom and PDS security appliance products
to the development and sales of our higher margin SecureNet network intrusion detection products. During this transition, sales of our new
products were not enough to counteract the loss in sales associated with our older products. As a result, our net revenues have declined from
approximately $16.7 million in 2001, to approximately $7.8 million in 2002 and approximately $6.5 million in 2003

Our new network security products and regulated information compliance systems have only been in the market place for a limited period
of time and may have longer sales cycles than our previous products. Although response to our products has been positive, we have not yet
received broad market acceptance. We cannot assure you that our present or future products will achieve market acceptance on a sustained basis.

13

16



Edgar Filing: INTRUSION INC - Form 10-K/A

In order to achieve market acceptance and achieve future revenue growth, we must introduce complementary security products, incorporate
new technologies into our existing product lines and design, develop and successfully commercialize higher performance products in a timely
manner. We cannot assure you that we will be able to offer new or complementary products that gain market acceptance quickly enough to avoid
decreased revenues during current or future product introductions or transitions.

We resemble a developmental stage company and our business strategy may not be successful.

From our founding in 1983 until 2000, we derived substantially all of our revenue from the design, manufacture and sale of local area
networking equipment. In order to permit us to focus our resources solely on developing and marketing our network security products, on
April 17,2000, we announced our plans to sell our local area networking assets and related networking divisions.

As a result of these sales, we now depend exclusively on revenues generated from the sale of our networks security products, which have
received limited market acceptance. Moreover, we have only recently introduced our regulated information compliance systems, and the market
for these products has only begun to emerge. Consequently, we resemble a developmental stage company and will face the following inherent
risks and uncertainties:

the need for our network security products and regulated information compliance systems to achieve market acceptance and
produce a sustainable revenue stream;

our ability to manage costs and expenses;
our dependence on key personnel;
our ability to obtain financing on acceptable terms; and

our ability to offer greater value than our competitors.

Our business strategy may not successfully address these risks. If we fail to recognize significant revenues from the sales of our network
security products and regulated information compliance systems, our business, financial condition and operating results would be materially
adversely affected.

We had a net loss of $9.6 million and an accumulated deficit of $44.2 million as of the year ending December 31, 2003. As a result, we must
generate substantially greater revenues from sales in order to achieve profitability.

We have incurred significant operating losses and are uncertain about our future operating results. For the year ended December 31, 2003,
we incurred a net loss of $9.6 million and had an accumulated deficit of approximately $44.2 million at December 31, 2003. In addition, our
revenues have declined from $16.7 million in 2001, to $7.8 million in 2002, and $6.5 million in 2003. We need to generate and sustain
substantially greater revenues from the sales of our products if we are to achieve profitability. If we are unable to achieve these greater revenues,
our losses will continue indefinitely, and we may never achieve or sustain profitability or generate positive cash flow.

We face intense competition from both start-up and established companies that may have significant advantages over us and our products.
The market for network security solutions is intensely competitive. There are numerous companies competing with us in various segments

of the data security markets, and their products may have advantages over our products in areas such as conformity to existing and emerging

industry standards, interoperability with networking and other security products, management and security capabilities, performance, price, ease

of use, scalability, reliability, flexibility, product features and technical support.
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Our principle competitors in the network intrusion and detection market include Internet Security Systems, Inc., Cisco Systems, Inc.,
Symantec, Inc., Netscreen Technologies, Inc., Tipping Point Technologies Inc. and NFR Security, Inc. The market for regulated information
compliance systems is relatively new. Our competitors in this market include a number of start up companies that have entered the market in the
last two years. However, as this market develops, we expect increased competition from both start up and established companies. Our current
and potential competitors may have one or more of the following significant advantages over us:

greater financial, technical and marketing resources;
better name recognition;

more comprehensive security solutions;

better or more extensive cooperative relationships; and

larger customer base.
Although we believe that our focus on network perimeters with market leading VPN/firewall control technology and network intrusion
detection visibility technology that reduce the total cost of ownership provides us with an advantage with large organizations with complex

security requirements, we cannot assure you that our products will achieve market acceptance or that we will be able to compete successfully
with our existing or new competitors.

Military actions may disrupt our business by reducing spending our products, increasing our costs and affecting our international
operations.

United States military actions or other events occurring in response to or in connection with them, including future terrorist attacks, actual
conflicts involving the United States or its allies or military or trade disruptions could impact our operations by:

reducing or delaying government or corporate spending on network security products;
increasing the cost and difficulty in obtaining materials or shipping products; and
affecting our ability to conduct business internationally.

Should these events occur, our business, operating results and financial condition could be materially and adversely affected.

Our products can have long sales and implementation cycles, which may result in us incurring substantial expenses before realizing any
associated revenues.

The sale and implementation of our products to large companies and government agencies typically involves a lengthy education process
and a significant technical evaluation and commitment of capital and other resources. This process is also subject to the risk of delays associated
with customers' internal budgeting and other procedures for approving capital expenditures, deploying new technologies within their networks
and testing and accepting new technologies that affect key operations. As a result, sales and implementation cycles for our products can be
lengthy, and we may expend significant time and resources before we receive any revenues from a customer or potential customer. Our quarterly
and annual operating results could be materially harmed if orders forecasted for a specific customer for a particular period are not realized.

Our cash, cash equivalents, and investments declined from $10.7 million to $2.7 million during 2003. As a result of our expected continuing
net cash outflows, we may not have sufficient cash to operate our business.
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As of December 31, 2003, we had cash, cash equivalents and investments in the amount of approximately $2.7 million, down from
approximately $10.7 million as of December 31, 2002. Although we believe the additional $5.0 million in gross proceeds we received in
connection with a private placement of preferred stock and warrants we completed on March 25, 2004 will provide us with sufficient cash
resources to finance our operations for the next twelve months, the sufficiency of our cash resources may depend to a certain extent on general
economic, financial, competitive or other factors beyond our control. Moreover, despite our actions to reduce costs and improve profitability, we
expect our net operating losses and net operating cash outflows to continue through at least the first half of 2004. We do not currently have any
further arrangements for financing, and we may not be able to secure additional debt or equity financing on terms that are acceptable to us, or at
all, at the time when we need this financing. If our business does not generate sufficient cash flow from operations and sufficient financing
resources are not available, we may not be able to operate or grow our business, pay our expenses when due or fund our other liquidity needs.

Our failure to realize the expected benefits of our recent restructuring efforts could adversely affect our operating results.

Since we began restructuring in 2002, we have incurred approximately $0.7 million in restructuring charges, severance, and related
expenses. The objective of our restructuring plan was to reduce our cost structure to a sustainable level that is consistent with our current cash
resources and the general economic climate. We have also implemented other strategic initiatives to strengthen our operations, such as
reductions in our work force and facilities and aligning our organization around our business objectives. Any further work force reductions could
result in temporary reduced productivity of our remaining employees. Additionally, our customers and prospects may delay or forgo purchasing
our products due to a perceived uncertainty caused by our restructuring and other changes. Failure to achieve the desired results of our initiatives
could seriously harm our business, results of operations and financial condition.

Consolidation in the network security industry may limit market acceptance of our products.

Several of our competitors have acquired security companies with complementary technologies in the past, and we expect consolidation in
the network security industry to continue in the future. These acquisitions may permit our competitors to accelerate the development and
commercialization of broader product lines and more comprehensive solutions than we currently offer. Acquisitions of vendors or other
companies with which we have a strategic relationship by our competitors may limit our access to commercially significant technologies.
Further, business combinations in the network security industry are creating companies with larger market share, customer bases, sales forces,
product offerings and technology and marketing expertise, which may make it more difficult for us to compete.

Sales to government agencies accounted for 17% of our revenues for the year ended December 31, 2003. Sales to government customers
involve unique risks, which could adversely impact our revenues.
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We derived 17.0% of our revenues from sales to various U.S. government entities for the year ended December 31, 2003. We expect to
continue to derive a substantial portion of our revenues from U.S. government customers in the future. Sales to the government present risks in
addition to those involved in sales to commercial customers, including potential disruption due to appropriation and spending patterns and he
government's right to cancel contracts and purchase orders for its convenience. General political and economic conditions, which we cannot
accurately predict, directly and indirectly may affect the quantity and allocation of expenditures by federal departments. In addition, obtaining
government contracts may involve long purchase and payment cycles, competitive bidding, qualification requirements, delays or changes in
funding, budgetary constraints, political agendas, extensive specification development and price negotiations and milestone requirements. Each
government entity also maintains its own rules and regulations with which we must comply and which can vary significantly among
departments. As a result, cutbacks or re-allocations in the federal budget or losses of government sales due to other factors could have a material
adverse effect on our revenues and operating results.

We derived 31.4% of our revenues from international sales for the year ended December 31, 2003. Our ability to sell our products
internationally is subject to certain risks, which could harm our business.

Sales to foreign customers accounted for approximately 31.4% of our revenues for the year ended December 31, 2003. We expect sales to
foreign customers to continue to represent a significant portion of our revenues in the future. Our international operations are subject to many
inherent risks that may adversely affect our business, financial condition and operating results, including:

political, social and economic instability;

trade restrictions;

increases in duty rates and other potentially adverse tax consequences;

exposure to different legal standards, particularly with respect to the protection of intellectual property;

burdens of complying with a variety of foreign laws;

unexpected changes in regulatory requirements;

import and export license requirements and restrictions of the United States and each other country where we operate;

fluctuations in currency exchange rates; and

changes in local purchasing practices, including seasonal fluctuations in demand.

Sales through indirect channels accounted for 57% of our revenues for the year ended December 31, 2003. Our revenues will suffer if we do
not expand our sales through, or receive the anticipated benefits from our sales through, indirect sales channels.

We derived 57% of our revenues for the year ended December 31, 2003 from sales through indirect sales channels, such as distributors,
value added resellers, system integrators, original equipment manufacturers and managed service providers. We believe we must expand our
sales through these indirect channels in order to increase our revenues. Although we are actively pursuing a strategy to increase the percentage
of our revenues generated through these indirect sales channels, we cannot assure you that our products will gain market acceptance in these
indirect sales channels or that sales through these indirect sales channels will increase our revenues as expected. Further, many of our
competitors are also trying to sell their products through these indirect sales channels, which could result in lower prices and reduced profit
margins for sales of our products.
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We must adequately protect our intellectual property in order to prevent loss of valuable proprietary information.

We rely on a combination of patent, copyright, trademark and trade secret laws, confidentiality procedures and non-disclosure agreements
to protect our proprietary technology. However, unauthorized parties may attempt to copy or reverse engineer aspects of our products or to
obtain and use information that we regard as proprietary. Policing unauthorized use of our products is difficult, and we cannot be certain that the
steps we have taken will prevent misappropriation of our intellectual property. This is particularly true in foreign countries where the laws may
not protect proprietary rights to the same extent as the laws of the United States and may not provide us with an effective remedy against
unauthorized use. If our protection of our intellectual property proves to be inadequate or unenforceable, others may be able to use our
proprietary developments without compensation to us, resulting in potential cost advantages to our competitors.

We may incur substantial expenses defending ourselves against claims of infringement.

There are numerous patents held by many companies relating to the design and manufacture of network security systems. Although we are
not aware of any instances in which our products violate the intellectual property rights of others or inappropriately use their technology, it is
possible that third parties in the future may claim that our products infringe on their intellectual property rights. Any claim, with or without
merit, could consume our management's time, result in costly litigation, cause delays in sales or implementations of our products or require us to
enter into royalty or licensing agreements. Royalty and licensing agreements, if required and available, may be on terms unacceptable to us or
detrimental to our business. Moreover, a successful claim of product infringement against us or our failure or inability to license the infringed or
similar technology on commercially reasonable terms could seriously harm our business.

Fluctuations in our quarterly revenues may cause the price of our common stock to decline.

Our operating results have varied significantly from quarter to quarter in the past, and we expect our operating results to vary from quarter
to quarter in the future due to a variety of factors, many of which are outside of our control. Although our revenues are subject to fluctuation,
significant portions of our expenses are not variable in the short term, and we cannot reduce them quickly to respond to decreases in revenues.
Therefore, if revenues are below our expectations, this shortfall is likely to adversely and disproportionately affect our operating results.

Accordingly we may not attain positive operating margins in future quarters. Any of these factors could cause our operating results to be below
the expectations of securities analysts and investors, which likely would negatively affect the price of our common stock.

The price of our common stock has been volatile in the past and may continue to be volatile in the future due factors outside of our control.

The market price of our common stock has been highly volatile in the past and may continue to be volatile in the future. For example, since
June 1, 2003, the market price of our common stock on The Nasdaq SmallCap Market has fluctuated between $1.40 and $5.54 per share. The
market price of our common stock may fluctuate significantly in response to a number of factors, many of which are outside our control,
including:

variations in our quarterly operating results;

changes in estimates of our financial performance by securities analysts;

changes in market valuations of our competitors;

announcements by us or our competitors of new products, significant contracts, acquisitions, strategic relationships, joint
ventures or capital commitments;
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product or design flaws, product recalls or similar occurrences;

additions or departures of key personnel;

sales of common stock in the future; and

fluctuations in stock market prices and volume, which can be particularly common among network security and other high
technology companies.

QOur recent reductions in our work force may make it more difficult for us to attract and retain the personnel necessary to successfully
operate our business.

We rely upon the continued service of a relatively small number of key technical, sales and senior management personnel. Our future
success depends on retaining our key employees and our continuing ability to attract, train and retain other highly qualified technical, sales and
managerial personnel. We have employment agreements with relatively few of our key technical, sales and senior management personnel. As a
result, our employees could resign with little or no prior notice. We may not be able to attract, assimilate or retain other highly qualified
technical, sales and managerial personnel in the future, especially given our recent reductions in force. The loss of any of our key technical, sales
and senior management personnel or our inability to attract, train and retain additional qualified personnel could seriously harm our business.

Certain rights of the holders of 5% convertible preferred stock may hinder our ability to raise additional financing.

We cannot issue shares of capital stock with rights senior to those of our existing preferred or incur certain indebtedness without the
approval of at least a majority of the holders of our 5% convertible preferred stock. In addition, holders of the preferred stock who are not
executive officers or directors have the right to purchase a pro rata portion of certain future issuances of securities by us. The combination of
these provisions could hinder or delay our ability to raise additional debt or equity financing.

You will experience substantial dilution upon the conversion of the shares of preferred stock and exercise of warrants that we issued in a
private placement.

On March 25, 2004, we completed a $5,000,000 private placement in connection with which we issued 1,000,000 shares of our 5%
Convertible Preferred Stock and warrants to acquire 556,619 shares of our common stock. The conversion price for the preferred stock and the
exercise price of the warrants is $3.144 per share. We also issued our placement agent a warrant for 64,408 shares of our common stock at an
exercise price of $3.144 per share. As a result, we expect the private placement to result in dilution to holders of our common stock upon
conversion of the preferred stock and exercise of the warrants of 2,221,358 shares of common stock, or an approximately 43% increase in the
number of shares of our common stock outstanding.

The conversion of preferred stock or exercise of warrants we issued in the private placement may cause the price of our common stock to
decline.

Upon the effectiveness of the registration statement related to this prospectus, the holders of preferred stock and warrants we issued in the
private placement will be able to freely convert their shares of preferred stock and exercise their warrants and sell their underlying shares of
common stock. For the four weeks ended on July 9, 2004, the average daily trading volume of our common stock on The Nasdaq SmallCap
Market was 6,803 shares. Consequently, if holders of preferred stock or warrants elect to convert their shares or exercise their warrants and sell a
material amount of their underlying shares of common stock on the open market, the increase in selling activity could cause a decline in the
market price of our common stock. Furthermore, these sales, or the potential for these sales, could encourage short sales, causing additional
downward pressure on the market price of our common stock.
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The percentage of our revenues attributable to sales of PDS products integrated with software of Check Point Software Technologies
decreased from 29.1% in 2002 to 16.7% in 2003. Because sales of our newer products may not offset the reduced sales of our PDS products,
a change in our relationship with Check Point could have a negative effect on our operating results.

Our PDS family of security appliances, which are integrated with Check Point Software Technologies' market-leading
VPN-1®/FireWall-1® software, represented 16.7% of our revenues for the year ended December 31, 2003. These percentages are down from
29.1% of our revenues for the year ended December 31, 2002. We expect the percentage of our sales attributable to our PDS products to decline
in the future; however, our reliance on newer product sales may not replace the anticipated decline in revenue from sales of our PDS products.
Although we are a certified appliance partner of Check Point and our PDS products have received Check Point certification, we have no
long-term agreement or exclusive relationship with Check Point. As a result, the loss or significant change in our relationship with Check Point,
the failure of our PDS products to maintain or receive Check Point certification, the business failure of Check Point or its acquisition by or of
one of our competitors and the loss of market share of Check Point or market acceptance of its products could each have a material adverse
effect on our business, financial condition and results of operations.

Our acquisition of complementary products or businesses may adversely affect our financial condition.

We have made acquisitions in the past, and, in the future, we may acquire or invest in additional companies, business units, product lines or
technologies to accelerate the development of products and sales channels complementary to our existing products and sales channels.
Negotiation of potential acquisitions and integration of acquired products, technologies or businesses could divert our management's time and
resources. Future acquisitions could cause us to issue equity securities that would dilute your ownership of us, incur debt or contingent liabilities,
amortize intangible assets or write off in-process research and development, goodwill and other acquisition-related expenses that could seriously
harm our financial condition and operating results. Further, if we are not able to properly integrate acquired products, technologies or businesses
with our existing products and operations, train, retain and motivate personnel from the acquired business or combine potentially different
corporate cultures, we may not receive the intended benefits of our acquisitions, which could adversely affect our business, operating results and
financial condition.

The payment of accrued dividends on our 5% convertible preferred stock may strain our cash resources.

Shares of our 5% convertible preferred stock accrue cash dividends equal to $0.25 per share per annum. These dividends are payable in
arrears on March 31 and September 30 of each year, commencing on September 30, 2004. Delaware law provides that we may only pay
dividends out of our capital surplus or, if no surplus is available, out of our net profits for the fiscal year the dividend is declared and/or the
preceding fiscal year. We have not had net profits for the last two fiscal years, and as of December 31, 2003 our capital surplus, defined as the
amount by which our net assets exceed our stated capital, was approximately $2.2 million. Therefore, we have only limited resources to pay
these dividends. In addition, the payment of these dividends could strain our available cash resources, which could adversely affect our ability to
operate or grow our business.

Compliance with export regulations may hinder our sales to foreign customers.

Certain of our data security products incorporate encryption and other technology that may require clearance and export licenses from the
U.S. Department of Commerce under United States export regulations. Any inability to obtain these clearances or licenses or any foreign
regulatory approvals, if required, on a timely basis could delay sales and have a material adverse effect on our operating results.

Provisions of our charter documents and Delaware law may have anti-takeover effects.
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Certain provisions of our certificate of incorporation and bylaws, such as our ability to offer "blank check" preferred stock and the inability
of our stockholders to act by written consent, could make it more difficult for a third party to acquire us, even if doing so would be beneficial to
our stockholders. We are also subject to the provisions of Section 203 of the Delaware General Corporation Law, which restricts certain business
combinations with interested stockholders and could inhibit a non-negotiated merger or other business combination.

QOur management and larger stockholders exercise significant control over our company and may approve or take actions that may be
adverse to your interests.

As of May 31, 2004, our executive officers, directors and 5% stockholders beneficially own approximately 38.5% of our voting power. As
a result, these stockholders will be able to exercise significant control over all matters requiring stockholder approval, including the election of
directors and approval of significant corporate transactions, which could delay or prevent someone from acquiring or merging with us. These
stockholders may use their influence to approve or take actions that may be adverse to your interests.

Item 2. Properties.

Our headquarters are located in a two-story building in Richardson, Texas, with an aggregate of approximately 95,000 square feet of floor
space. This facility includes our corporate administration, operations, marketing, research and development, sales and technical support
personnel. We occupy this facility under a lease, the base term of which expires in February 2005, with two seven-year options to extend the
lease term, subject to compliance with certain conditions.

Subsequent to December 31, 2003, we successfully renegotiated our lease agreement for our headquarters in Richardson, Texas, which
decreased the amount of square feet we lease and extended the lease term for an additional five years. According to the new lease agreement, our
Richardson, Texas headquarters will be located in the same building. However, we will lease approximately 30,000 square feet of floor space
and the term of our lease will expire in February 2010.

Personnel of Essential were located in a 15,120 square foot leased property in Albuquerque, New Mexico. The lease was scheduled to
expire in February 2009. In March 2002, we sold the assets of Essential (see Discontinued Operations). A condition of the sale was to give
Essential personnel 60 days to exit the facility. Included in the total $0.4 million gain on the sale of Essential in March 2002 was a $0.3 million
reserve to terminate the lease, which is the equivalent of 2 years' lease and maintenance of the facility. Successful termination of the Essential
lease for less than $0.3 million resulted in a $0.1 million gain on disposition during the fourth quarter of 2002, for a total gain on Discontinued
Operations for 2002 of $0.5 million.

Approximately one-half of our security software research and development staff is located in a 6,464 square foot leased property in San
Diego, California. This lease was renewed in August 2002 and will expire in August of 2004. Research and development personnel occupy this
facility.

In addition, we lease small amounts of office space for sales and technical support personnel domestically and internationally in England,
France, Germany and Malaysia. We believe that the existing facilities at December 31, 2003 will be adequate to meet our requirements through
2004. See Note 6 of Notes to Consolidated Financial Statements for additional information regarding our obligations under leases.
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Item 3. Legal Proceedings.

We are subject to legal proceedings and claims that arise in the ordinary course of business. We do not believe that any claims exist where
the outcome of such matters would have a material adverse affect on our consolidated financial position, operating results or cash flows.
However, there can be no assurance such legal proceedings will not have a material impact on future results.

Item 4. Submission of Matters to a Vote of Security Holders.

There were no matters submitted to a vote of our security holders during the fourth quarter of 2003.
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PART II

Item 5. Market for Intrusion's Common Equity, Related Stockholder Matters and Issuer Purchases of Equity Securities.

Prior to December 4, 2002, our common stock traded on The Nasdaq National Market. Since that time our common stock has traded on the
Nasdaq SmallCap Market, where it is currently listed under the symbol "INTZC", subject to the conditional listing parameters explained in
Factors That May Affect Future Results of Operations. As of February 10, 2004, there were approximately 213 registered holders of record of
the common stock. The following table sets forth, for the periods indicated, the high and low per share intra-day sales prices for the common
stock, as reported by The Nasdaq Stock Market.

2003 2002
High Low High Low
First Quarter $ 050 $ 015 $ 215 $ 120
Second Quarter 1.15 0.12 1.85 0.76
Third Quarter 1.20 0.56 1.12 0.01
Fourth Quarter 1.38 0.49 0.69 0.24

We have not declared or paid cash dividends on our capital stock in our two most recent fiscal years. We currently retain any earnings for
use in our business and do not anticipate paying any cash dividends on our common stock in the foreseeable future. Future dividends on
common stock, if any, will be determined by our Board of Directors. However, our 5% Convertible Preferred Stock accrues cash dividends
equal to $0.25 per share per annum. These dividends are payable in arrears, on March 31 and September 30 of each year, commencing on
September 30, 2004.

All stock option plans under which our Common Stock is reserved for issuance have previously been approved by our shareholders. The
following table provides summary information as of December 31, 2003 for all of our stock option plans (in thousands, except per share data).
See Note 10 to our consolidated financial statements for additional discussion.

Number of Shares of

Common Stock to be Weighted Average Exercise No. of Shares of

Issued upon Exercise Price of Outstanding Common Stock
of Outstanding Options, Excludes Remaining Available
Options Warrants Rights for Future Issuance

Equity compensation plans approved by

security holders 1,496(1)$ 3.77 1,852(2)
Equity compensation plans not approved

by security holders

Total 1,496 3.77 1,852

M
Included in the outstanding options are 1,278,945 from the 1995 Plan, 30,700 from the 1987 Plan, 178,000 from the 1995
Non-Employee Director Plan and 8,000 from previous director grants prior to 1995 Non-Employee Director Plan.

€]
Does not include Employee Stock Purchase Plan. At December 31, 2003, 319,626 shares were available for future issuance under this
plan.
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Item 6. Selected Financial Data.

The following selected consolidated financial data should be read in conjunction with "Management's Discussion and Analysis of Financial
Condition and Results of Operations" in Item 7 of this Form 10-K and the consolidated financial statements and notes thereto included in Item
15 of this Form 10-K. Continuing operations consisted of our information security business, which began operations in 1998. Discontinued
operations are composed of our local area networking divisions, which were discontinued in April 2000 and Essential, which was discontinued

in March 2001.

Statement of Operations Data:
(In thousands, except per share data)

Revenue
Cost of Revenue

Gross profit
Operating expenses:

Sales and marketing

Research and development
In-process research and development
General and administrative
Amortization of intangibles
Impairment of intangibles

Litigation Settlement

Severance costs

Operating loss
Interest income, net
Other income (expense)

Income (loss) from continuing operations before
income tax
Income tax provision (benefit)

Income (loss) from continuing operations
Income (loss) from discontinued operations, net of
tax

Net income (loss)

Basic earnings (loss) per share, continuing
operations

Diluted earnings (loss) per share, continuing
operations

Basic earnings (loss) per share

Dilutive earnings (loss) per share

Year Ended December 31,
2003 2002 2001 2000 1999
6478 $ 7,834 $ 16,685 23,210 $ 7,963
3,988 6,147(5) 13,490 19,009 3,877
2,490 1,687 3,195 4,201 4,086
6,230 11,789 23,550 27,740 12,236
3,498 6,088 12,549 13,073 8,171
1,632 2,576 4,481 5,865 2,466
798 1,233 975 547
3,009(4)
450(6)
472 200 4,673(2)
9,792) (22,773) (43,291) (43,452) (19,334)
182 351 1,687 3,301 1,104
10 @) 112 66,335(1)
(9,600) (22,429) (41,492) 26,184 (18,230)
(608) (1,877) 1,999
(9,600) (21,821) (39,615) 24,185 (18,230)
544(3) (6,165) 974) 6,190
(9,600) 21,277) $ (45,780) 23211 $ (12,040)
I
(0.46) (1.06) $ (1.93) 123 $ (0.98)
I
(0.46) (1.06) $ (1.93) .18 $ (0.98)
I
(0.46) (1.03) $ (2.23) 1.18 $ (0.65)
I
(0.46) (1.03) $ (2.23) .13 $ (0.65)
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Weighted average shares outstanding
Basic

Diluted
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Year Ended December 31,
20,649 20,640 20,565 19,624 18,565
I
20,649 20,640 20,565 20,478 18,565
I
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Balance Sheet Data:

2003 2002 2001 2000 1999
Working capital 2,410 $ 10,701 $ 25240 $ 52514 $ 66,578
Total assets 5,760 16,939 42,295 92,414 120,502
Total liabilities 2,976 4,555 8,797 13,627 38,925
Total stockholders' equity 2,784 12,384 33,498 78,787 81,577

)]
Other income for the year ending December 31, 2000 is comprised primarily of a $66.4 million pre-tax gain realized on the sale of
Alteon WebSystems, Inc. common stock.

@
Restructuring costs for the year ending December 31, 2001 include the impairment of certain intangible assets associated with obsolete
product lines and severance and lease termination costs for restructuring activities.

3
Gain on discontinued operations in 2002 relates to the original gain on sale of $0.5 million along with $0.1 million gain related to the
successful early termination of the Essential lease for less than the associated provided reserve.

C))
Impairment charge taken in December 2002 to write off all intangible assets related to the Mimestar acquisition.

)
Includes a $1.0 million charge to write off SecureCom inventory no longer expected to be sold.

(6)

Results from the settlement of Morgan Newton lawsuit mediated during 2003.

See "Management's Discussion and Analysis of Financial Condition and Results of Operations" and the Notes to the Consolidated Financial
Statements.

Item 7. Management's Discussion and Analysis of Financial Condition and Results of Operations.
'"Safe Harbor'' Statement under the Private Litigation Reform Act of 1995

This Annual Report, other than historical information, may include forward-looking statements, including statements with respect to
financial results, product introductions, market demand, sales channels, industry trends, sufficiency of cash resources and certain other matters.
These statements are made under the "safe harbor" provisions of the Private Securities Litigation Reform Act of 1995 and involve risks and
uncertainties which could cause actual results to differ materially from those in the forward-looking statements, including those discussed in the
section entitled "Factors That May Affect Future Results of Operations" in Item 1 and elsewhere in this Annual Report on Form 10-K and other
filings with the Securities and Exchange Commission.

This report may include various non-GAAP financial measures (as defined by SEC Regulation G), including our cash used in operations
excluding costs associated with a litigation settlement and severance charges. Our management believes these measures provide useful
information to investors about our financial condition and results of operations for the period presented by eliminating the affects of one-time
and other transactions that can distort underlying operational results in order to provide greater comparability of our financial performance on a
year-to-year basis. The most directly comparable GAAP financial measures and reconciliation of the difference between GAAP and non-GAAP
financial measures can be found in the test of this report and our consolidated financial statements included in this report.
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Overview

We develop, market and support a family of network intrusion prevention and detection systems and regulated information compliance
systems that address vital security issues facing organizations with mission critical business applications or housing classified, confidential, or
customer information assets. We currently provide network security and regulated information compliance solutions under our SecureNet family
of hardware and software solutions. On June 1, 2000, we changed our name from ODS Networks, Inc. to Intrusion.com Inc. and our NASDAQ
ticker symbol from ODSI to INTZ to reflect our focus on intrusion detection solutions. On November 1, 2001, we changed our name from
Intrusion.com, Inc. to Intrusion Inc. During the second quarter of 2000, we announced our plan to sell, or otherwise dispose of, our networking
divisions, which included our Essential Communications division and our local area networking assets, and began accounting for these
networking divisions as discontinued operations.

Our revenues have decreased over the past three years due primarily to the change in our product focus from networking hardware to
network security software products and a decrease in sales volume related to this transition. As a result, our revenues have declined over the past
three years from $16.7 million in 2001, to $7.8 million in 2002 and to $6.5 million in 2003. To date, we have not encountered significant
competition in the market, which has caused a decrease in our sales prices when compared to sales prices in previous years. Our networking
hardware products carried much higher sales prices than do our network security products. Consequently, as we migrated away from the
networking hardware business, our revenues from large network sales negatively impacted our gross sales figures. In addition, changing markets
from networking hardware to security solutions, resulted in longer sales cycles and decreased total sales, as both volume and unit prices
declined. To help counteract our declining revenues and bring our operations in line with our new strategic focus, we reduced our employee
headcount and discontinued manufacturing operations. Our global headcount has declined over the past three years in an effort to reduce costs
and align our efforts with our core software based products. As we migrated away from the networking and hardware based products, our global
headcount declined from 149 employees in 2001, to 78 employees in 2002 and to 44 employees in 2003. As a result of our headcount reductions,
we realized cost savings of $9.0 million in 2002 and $2.8 million in 2003. As a result of our migration to software-based solutions and the
discontinuance of manufacturing operations, our margins have increased over the past three years from 19.1% in 2001, to 21.5% in 2002 and to
38.4% in 2003. We have also restructured our personnel and operations around the development and sale of our core software products. In
addition, we have also been able to secure reduced lease space, which has helped reduce our operating expenses. We expect to realize
approximately $350,000 annually in cost savings related to our renegotiated lease. As a result of these efforts, we believe we have reduced
operating expenses to a level that will remain constant going forward.

The reductions to our operating expenses, in particular research and development expenses, over the past few years have not significantly
impacted our research and development efforts, as we continue to expand our product offerings. We are not allocating resources to hardware
development, as in the past, and we are able to focus on new product offerings related to our software-based products. We expect our product
offering to continue to expand as we continue to offer new and expanded products for the intrusion detection, intrusion prevention and regulated
information compliance markets.
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In order for us to operate and grow our business, we must achieve and sustain operating profits and become cash flow positive. This will
require us to counteract reduced sales of our hardware products by generating additional revenues from sales of our intrusion detection, intrusion
prevention and regulated information compliance software products. In order to obtain these sales, our products must gain acceptance in
intensely competitive and emerging markets. We believe the Common Criteria Certification of our network security software products, our
ability to introduce our regulated information compliance products into the marketplace in a timely manner and our efforts to maintain our
reduced spending levels will help us achieve these results.

Critical Accounting Policies and Estimates

Management's discussion and analysis of financial condition and results of operations are based upon our consolidated financial statements,
which have been prepared in accordance with accounting principles generally accepted in the United States. The preparation of these financial
statements requires us to make estimates and judgments that affect the reported amounts of assets, liabilities, revenues and expenses, and related
disclosure of contingent assets and liabilities. On an on-going basis, we evaluate our estimates, including those related to product returns, bad
debts, inventories, intangible assets, income taxes, warranty obligations, restructuring, maintenance contracts and contingencies. We base our
estimates on historical experience and on various other assumptions that are believed to be reasonable under the circumstances, the results of
which form the basis for making judgments about the carrying values of assets and liabilities that are not readily apparent from other sources.
Actual results may differ from these estimates under different assumptions or conditions.

We believe the following critical accounting policies affect our more significant judgments and estimates used in the preparation of our
consolidated financial statements.

Revenue Recognition

We generally recognize product revenue upon shipment of product. We accrue for estimated warranty costs and sales returns at the time of
shipment based on our experience. Revenue from maintenance contracts is deferred and recognized over the contractual period the services are
performed, generally one year. There is a risk that technical issues on new products could result in unexpected warranty costs and returns.
However, as we migrate to more of a software-based business model, the warranty costs should continue to decline. To the extent that they do
decline, our warranty reserve from current sales will decrease. To the extent that our warranty costs exceed our expectations, we will increase
our warranty reserve to compensate for the additional expense expected to be incurred. We review these estimates periodically and determine the
appropriate reserve percentage. However, to date, warranty costs and sales returns have not been material. Historically, our estimates for these
items have not differed materially from actual results. Significant or subjective estimates associated with our revenue recognition policy include
our estimate of warranty cost and sales returns.
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We recognize software revenue from the licensing of our software products in accordance with Statement of Position ("SOP") No. 97-2
"Software Revenue Recognition", SOP 98-9 "Modification of 97-2, Software Revenue Recognition, with respect to certain transactions" and
Staff Accounting Bulletin ("SAB") No. 104, "Revenue Recognition" whereby revenue from the licensing of our products is not recognized until
all four of the following have been met: i) execution of a written agreement; ii) delivery of the product has occurred; iii) the fee is fixed and
determinable; and iv) collectibility is probable. Bundled hardware and perpetual software product sales are recognized at time of delivery, as our
licenses are not sold on a subscription basis. In the case of multiple product and service sales, we perform a Vendor Specific Objective Evidence
analysis to appropriately determine the amount of revenue derived from each deliverable. If our license strategy changes and we begin to offer
licenses on a subscription basis, we would perform this analysis in a similar manner. Under these circumstances, the revenue related to the
license would be recognized ratably over the subscription period. Market values are easily obtained for all of our product offerings, as we have
historical sales information on our product offerings. We defer and recognize maintenance and support revenue over the term of the contract
period, which is generally one year.

We have signed distribution agreements with distributors in the United States, Europe and Asia. In general, these relationships are
non-exclusive. Distributors typically maintain an inventory of our products. Under these agreements, we provide certain protection to the
distributors for their inventory of our products for price reductions as well as products that are slow moving or have been discontinued by us.
Historically, returns from our distributors and charges related to price reductions on inventory held by distributors have not been material.
Recognition of sales to distributors and related gross profits are deferred until the distributors resell the merchandise. However, since we have
legally sold the inventory to the distributor and we no longer have care, custody or control over the inventory, we recognize the trade accounts
receivable and reduce inventory related to the sale at the time of shipment to the distributor. Revenue, offset by deferred cost of sales, is included
in deferred revenue in the accompanying financial statements. Since the net balance in Deferred Revenue represents the sales price less the cost
of the product maintained by the distributors, the deferred costs of these products are included in our obsolescence and slow-moving analysis
and are written down according to their current value. This transaction, effectively recognizes expense for the write-down, if any, and increases
the net liability in the deferred revenue account.

We generally recognize service revenue upon delivery of the contracted service. Service revenue, primarily including maintenance, training

and installation are recognized upon delivery of the service and typically are unrelated to product sales. These services are not essential to the
functionality of the delivered product. To date, training and installation revenue has not been material.

Goodwill and Other Intangible Assets

Effective January 1, 2002, we adopted the provisions of Statement of Financial Accounting Standards ("SFAS") No. 142 "Goodwill and
Other Intangible Assets" ("SFAS 142"), which requires companies to cease amortizing goodwill and certain intangible assets with indefinite
useful lives. Instead, SFAS 142 requires that goodwill and intangible assets deemed to have indefinite useful lives be reviewed for impairment
upon adoption of SFAS 142, annually thereafter, and upon the occurrence of any event that indicates potential impairments.

In accordance with SFAS 142, we discontinued recording goodwill amortization effective January 1, 2002.
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SFAS 142 prescribes a two-phase process for impairment testing of goodwill. The first phase screens for potential impairment, while the
second phase (if necessary) measures the impairment. Goodwill is potentially impaired if the net book value of a reporting unit exceeds its
estimated fair value. We have determined that we have one reporting unit. This methodology differs from the Company's previous policy, as
permitted under accounting standards existing at that time, of using undiscounted cash flows on an enterprise-wide basis to determine if
goodwill is recoverable.

The Company elected to perform its annual impairment review during the fourth quarter of each year, commencing in the fourth quarter of
2002. In connection with our annual impairment review, we determined that the value of goodwill was impaired. At the time of our impairment
review, the remaining goodwill of $0.4 million was associated with the MimeStar purchase transaction. Based on the decline in the market value
of the Company as indicated by the decline in its stock price over the last year, it was determined that the goodwill carrying value should be zero
at December 31, 2002. Therefore, an impairment charge of $0.4 million was recorded and is included in impairment of intangibles in the
accompanying consolidated statement of operations.

This is not considered to be a critical accounting policy at December 31, 2003, but was previously.
Long-Lived Assets

Effective January 1, 2002, we adopted the provisions of SFAS No. 144, "Accounting for the Impairment or Disposal of Long-Lived Assets"
("SFAS 144"), which supersedes SFAS No. 121, "Accounting for the Impairment of Long-Lived Assets and for Long-Lived Assets to Be
Disposed Of," ("SFAS 121") and accounting and reporting provisions of Accounting Principles Bulletin Opinion 30, "Reporting the Results of
Operations," for a disposal of a segment. The primary objective of SFAS 144 is to develop one accounting model based on the framework
established in SFAS 121 for long-lived assets to be disposed of and significantly changes the criteria that would have to be met to classify an
asset as held for sale. SFAS 144 also requires expected future operating losses from discontinued operations to be displayed in the period(s) in
which the losses are incurred, rather than as of the measurement date. Our adoption of SFAS 144 had no effect on the Company's financial
position or results of operations.

We review long-lived assets, other than goodwill, for impairment whenever events or changes in circumstances indicate that the carrying
amount of an asset may not be recoverable. Conditions that would necessitate an impairment assessment include material adverse changes in
operations, significant adverse differences in actual results in comparison with initial valuation forecasts prepared at the time of acquisition, a
decision to abandon acquired products, services or technologies, or other significant adverse changes that would indicate the carrying amount of
the recorded asset might not be recoverable. Recoverability of assets held and used is measured by a comparison of the carrying amount of an
asset to undiscounted pre tax future net cash flows expected to be generated by that asset. An impairment loss is recognized for the amount by
which the carrying amount of the assets exceeds the fair value of the assets. Long-lived assets held for sale are reported at the lower of cost or
fair value less costs to sell.

As aresult of the write-off of goodwill during the fourth quarter of 2002, we determined that a triggering event indicating potential
impairment of the associated intangibles had occurred. At December 31, 2002, the remaining intangibles of $2.6 million principally included
purchased software associated with our acquisition of MimeStar, Inc. We determined that the undiscounted pre tax cash flows associated with
this software was not likely to exceed the remaining carrying values. Due to technological changes that had taken place with respect to the core
software code acquired, it was determined that the carrying value should be zero at December 31, 2002. Therefore, an impairment charge of
$2.6 million was recorded and is included in impairment of intangibles in the accompanying consolidated statement of operations.

This is not considered to be a critical accounting policy at December 31, 2003, but was previously.
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Allowance for Doubtful Accounts and Returns

We maintain allowances for doubtful accounts for estimated losses resulting from the inability of our customers to make required payments.
Our receivables are uncollaterized and we expect to continue this policy in the future. If the financial condition of our customers were to
deteriorate, resulting in an impairment of their ability to make payments, additional allowances may be required. Historically, our estimates for
sales returns and doubtful accounts have not differed materially from actual results.

Inventory

We write down our inventory for estimated obsolescence or unmarketable inventory equal to the difference between the cost of inventory
and the estimated market value based upon assumptions about future demand and market conditions. If actual market conditions are less
favorable than those projected by management, additional inventory write-downs may be required. Historically, our estimates for inventory

obsolescence have not differed materially from actual results.
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Results of Operations

The following tables set forth, for the periods indicated, certain financial data as a percentage of net revenue.

Net product revenue
Net customer support and maintenance revenue

Total revenue
Cost of product revenue
Cost of customer support and maintenance revenue

Total cost of revenue

Gross profit

Operating expenses:
Sales and marketing

Research and development
General and administrative
Amortization of intangibles
Impairment of intangibles
Litigation Settlement
Severance costs

Operating loss
Interest income, net
Other income (expense)

Loss from continuing operations before income tax
Income tax benefit

Loss from continuing operations
Income (loss) from discontinued operations, net of tax

Net loss

Domestic revenue
Export revenue to:
Europe

Can